**MYSQL**

**MONGODB**

APACHE

SSH

<https://geekflare.com/>

<https://www.howtoforge.com/tutorial/install-mongodb-on-ubuntu-16.04/>

<https://www.first.org/resources/guides/>

<https://nvd.nist.gov/ncp/repository>

<https://www.digitalocean.com/community/tutorials/how-to-install-and-secure-mongodb-on-ubuntu-16-04>

<https://www.digitalocean.com/community/tutorials/how-to-secure-mysql-and-mariadb-databases-in-a-linux-vps>

<https://www.digitalocean.com/community/tutorials/how-to-install-and-secure-mongodb-on-ubuntu-16-04>

<https://www.cyberciti.biz/tips/linux-security.html>

<https://www.cyberciti.biz/faq/howto-check-linux-rootkist-with-detectors-software/>

<https://www.digitalocean.com/community/tutorials/how-to-install-and-secure-phpmyadmin-on-ubuntu-12-04>

<https://www.digitalocean.com/community/tutorials/how-to-install-linux-apache-mysql-php-lamp-stack-on-ubuntu-14-04>

<http://www.tech-and-dev.com/2016/01/hardening-phpmyadmin-installation.html>

<https://www.digitalocean.com/community/tutorials/how-to-install-and-secure-phpmyadmin-with-apache-on-a-centos-7-server>

db.adminCommand('getCmdLineOpts');

/etc/mongod.conf

/etc/init/mongodb.conf

Apache checklist

**Securing apache and deploying web pages**

Deploying and securing IIS server

Incident response (Apache, IIS, Database)

**NB: Use only TLS, Disable SSLv2, SSLv3**